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“Don’t leave security to the end” means that as developers we should be used to secure our code as we write. Always is a good practice to check our code bock by block this way we can ensure that we will have minimum bugs at the end of the project. If we leave all the security check for the end pour code will be full of errors that can cost time and money to the production at the end.

For us as developers we need to understand the common types of threats we can find when coding. Always adopt the most effective and secure coding practice for the project that is been build. Always use secure software tools that can help us identify those error and bugs. One important thing that I have been listening to during the whole bachelor is to test early. Like I said before testing early will save time and money from our project. Another thing is not thinking that we have everything under control, because even when we test there can be a lot of errors. Because we as humans are not perfect, we use tools that can help us identify those errors we can see or that the IDE can’t identify. SAST tools can help to prevent a lot of the the threats.

As in the previous modules with unit testing we can make sure our code is secure. For example if a SQL injection is posible and find it with the unit testing and fix it.